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3. General. USSOUTHCOM is implementing a Department of Defense (DoD) program for
employing automatic identification technology (AIT) to enhance information technology (IT)
supporting sustainment and unit deployment operations at key nodes of the DoD logistics
chain—aerial ports, seaports, shipping, and receiving activities.

a. Automatic identification technology. AIT is a suite of tools that facilitates total asset
visibility and the capture and transfer of source data. It includes a variety of devices, such as bar
codes, optical memory cards, and radio frequency identification tags for marking—or
“tagging”—individual items, multi-packs, equipment, air pallets, or containers. AIT also
includes the hardware and software capabilities required to create the devices, read the
information on them, and integrate that information with other logistics information. Integration
of AIT with logistics automated information systems (AISs) is key to DoD total asset visibility.
Use of AIT improves the timeliness and accuracy of source data collection, reduces logistics
processing times, and enhances the ability to identify, track, document, and control deploying
and re-deploying forces, equipment, personnel, and sustainment cargo. Although many AITs
support DoD logistics operations, only linear and two-dimensional (2D) bar codes require
universal application. Appendix B contains a brief discussion of common AIT authorized or
used by DoD.

b. AIT operations. AIT support of transportation and supply receipt operations begins
when the AIS of origin electronically transfers supply and transportation information to AIT
media or devices, which accompany the shipment to enroute and destination logistics nodes. At
each of these nodes, the data may be transferred to the AIS supporting the logistics business
processes. AIT also supports other logistics and ITV business processes, some of which are
briefly discussed in Appendix B, AIT Media. The AISs mentioned in this regulation are briefly
described in Appendix C.

c. Contingency support. A critical requirement of the IT infrastructure supporting
USSOUTHCOM is the ability to support contingency requirements where no infrastructure
exists. This requires deployable logistics AIS and AIT capabilities to effectively support
logistics business processes and ITV for both low and high operational tempo requirements.
Appendix D describes the AIS/AIT infrastructure supporting the AOR.

d. Intransit visibility. The Defense Reform Initiative # 54, Logistics Transformation Plans,
directs the services to develop logistics transformation plans that address total asset visibility and
accessibility through AIT/AIS and transform business practices by FY2004. The Department of
Defense Implementation Plan for Logistics Automatic Identification Technology establishes ITV
data timeliness criteria for the reporting of key transportation events to the Global Transportation
Network (GTN) during the movement of forces and sustainment materiel. AIT enhances this
process. The reporting of ITV data enables USSOUTHCOM and its subordinate commands to
improve situational awareness and better manage the flow of forces and materiel to and within
the AOR.
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4. Explanation of Terms. Listed below are short descriptions of terms. Appendix B provides a more extensive explanation of AIT and supporting technologies, and Appendix C describes the AISs.

a. Automatic identification technology. See paragraph 3a. above.

b. Common Access Card (CAC). A standard DoD smart card that will serve as the military and DoD civilian identification card, physical access, logical access, and public key infrastructure authentication token. CAC will be fielded during FY01‑02.

c. Computer Automated Transportation Tool (CATT). Software that generates standard DoD supply and transportation shipping labels and documentation.

d. Deployable capability. An AIS/AIT capability for use in remote and austere locations or for satisfaction of a short‑term requirement.

e. DoD Logistics AIT Principals. The oversight committee for the DoD Logistics AIT program, comprised of senior representatives from Deputy Under Secretary of Defense for Logistics and Materiel Readiness (DUSD[L&MR]); Deputy Under Secretary of Defense for Advanced Technology (DUSD[AT]); Joint Staff, Logistics (J4); the military services; United States Transportation Command (USTRANSCOM); Defense Logistics Agency (DLA); Defense Information Systems Agency (DISA); and the Defense Advanced Research Project Agency. USSOUTHCOM J4 (SCJ4) participates only as an invited attendee of meetings.

f. Hazards of Electromagnetic Radiation to Ordnance (HERO). The danger of accidentally actuating electro‑explosive devices, or otherwise electronically activate ordnance because of radio frequency electromagnetic fields. This unintended actuation could have safety (premature firing) or reliability (dudding) consequences.

g. Intransit visibility. The ability to identify and track the status and location of DoD units, non‑unit cargo (excluding bulk petroleum, oils, and lubricants), passengers, medical patients, and personal property from origin to consignee or destination across the range of military operations.

h. Integrated Priority List (IPL). A combatant commander's list of highest priority requirements prioritized across service and functional lines‑defining shortfalls in key programs that, in the commander's judgment, adversely affect the capability of forces to accomplish their assigned missions. The IPL provides the combatant commander's recommendations for programming funds in the Planing, Programming and Budgeting System process.

i. ITV server. Manages radio frequency identification technology (RFID) data passed to it when an RFID tag is created and each time RFID an interrogator reports the location of the tag as it moves from origin to destination. Server data is also provided to GT'N and Joint Total Asset Visibility (JTAV).

j. ITV teams. Air Force teams that deploy to aerial ports with Deployable Global Air Transportation Execution System (DGATES) to provide ITV data to GTN.
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k. Linear bar code. Machine-readable, limited capacity, one-dimensional bar code of
rectangular bars and spaces.

1. Optical Memory Card (OMC). A credit card-size AIT device that provides 2.8-million
byte storage for detailed supply and transportation data on consolidated shipments.

m. Radio Frequency Data Communications (RFDC). A wireless communications system
connecting an AIS with its associated remote terminals, allowing operators to access and
update AIS databases.

n. RFID technology. An automatic identification system comprised of one or more
reader/interrogators and one or more transponders in which communication and data transfer is
achieved by means of electromagnetic energy of inductive radio or microwave frequency

o. RFID tag. A type of transponder attached to a shipment for the purpose of ITV or data
storage and transfer. When appropriate signals are received, it transmits information as radio
signals to a reader.

p. Satellite-tracking systems. These systems provide the ability to track transportation
assets equipped with a transceiver, which periodically transmits its location via a satellite to an
operations center.

q- Smart card. Cards that contain embedded microprocessors with enough memory to read,
write, and calculate functions. The card may also contain other data storage media, such as
magnetic strip and bar codes.

r. 2D bar code. Machine-readable, high capacity symbols composed of either a stack of
bar-coded rows or a matrix.

5. Responsibilities.
a. HQ USSOUTHCOM J4 will:

(1) Coordinate the implementation of AIT within the AOR and provide guidance, as
appropriate, for its use during exercises, contingency and sustainment operations, and
mobilization; and monitor the effectiveness of logistics AISs and supporting AIT.

(2) Support DoD’s continuing development and evaluation of joint logistics IT/AIT,
including the active participation in the meetings of the AIT Principals, CINC’s Logistics
Information Technology Roundtable, DoD Logistics AIT Integrated Process Team (IPT), and the
DoD Logistics Common Access Card IPT.

(3) Support DoD Logistics AIT Office efforts to manage the DoD logistics AIT program
and to develop and implement AIT standards.

(4) Consider support for logistics IT/AIT in the IPL submission to the Joint Chiefs of
Staff.
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(5) Endorse component request for U.S. Army South (USARSO) RFID capability when
supported by valid operational requirements.

(6) Validate component request to Joint Forces Command (JFCOM) for Air Force aerial
port ITV teams (less Air Mobility Command [AMCY) for support at theater aerial ports. Include
these requirements in all plans and operations orders.

(7) Validate—to USTRANSCOM-—component request for AMC and the Military
Traffic Management Command’s (MTMC’s) deployable RFID capability and AMC ITV teams
at strategic ports. Include these requirements in all plans, Special Airlift Assignment Mission
(SAAM) requests, and operation orders.

(8) Support USTRANSCOM’s collection, analysis, and assessment of ITV data
timeliness criteria.

(9) Facilitate funding, acquisition, training, operations, and logistics support of SAO AIT
requirements.

b. USARSO will:

(1) Employ fixed and deployable RFID systems in accordance with Army policies.
Because the Army is currently the only Service routinely employing RFID, USARSO will
support, within available resources and on a reimbursable basis, other Service requests for RFID.

(2) Coordinate with Logistics Integration Agency (LIA) for the maintenance of existing
and future fixed and deployable RFID capabilities.

(3) Maintain and coordinate the training and use of a deployable RFID capability to
support exercises and contingency requirements.

c. USSOUTHCOM component commanders will:

(1) Act as their Service’s lead for implementing AIT within the AOR and provide
guidance, as appropriate, for its use during exercises, contingency and sustainment operations,
and mobilization.

(2) Support Service initiatives to develop and evaluate new AIT applications.

(3) Consider supporting Service AIT initiatives in IPL submissions to USSOUTHCOM.

(4) Fund the acquisition, operation, and logistics support of AIT in accordance with
Service policy. (See par. 7b, Logistics Support)

(5) Coordinate requests for RFID support through Service channels and SCJ4 Joint
Movements Center (JMC).

(6) Reimburse USARSO for requested RFID support.
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(7) Ensure required data fields on CACs are current and units are trained in their use in
order to support the manifesting and tracking of personnel during force deployments.

(8) Ensure subordinate commanders comply with AIT standards. (See Appendix F)

(9) Ensure deploying logistics forces have the IT/AIT capabilities to effectively support
business processes and DoD ITV data timeliness criteria. (See par. 6b[1])

(10) Forward any request for deployable RFID capability and Air Force ITV teams
through USSOUTHCOM and include these requirements in all plans and operation orders.

(11) Plan for the communications and supporting power requirements to ensure the
interface of deployed AISs with GTN and other CONUS-based logistics systems.

d. Commanders/chiefs of U.S. military activities operating or deploying to the
USSOUTHCOM AOR as required will:

(1) Integrate linear and 2D bar codes at each supply and transportation node of the DoD
logistics chain. In the absence of an AIS capable of producing bar-coded labels and documents,
employ CATT.

(2) When justified by user requirements for a high-capacity AIT data storage media to
accompany shipments, utilize OMCs in accordance with Service policies. OMC-capable
shippers will include OMC on consolidated retrograde or return shipments to DLA depots or
container consolidation points.

(3) Request OMC support for DLA shipments for specific supply activities by
Department of Defense Activity Address Code (DODAAC) through Service channels to
DLA J333.

(4) Employ fixed and deployable RFID systems in accordance with Service policies
when justified by user requirements for enhanced ITV. Because only the Army routinely
employs RFID, coordinate request for RFID (less Army forces) through Service channels and
SCJ4 JMC.

(5) Request RFID tagging of DLA shipments for specific supply activities by DODAAC
through Service channels to DLA J333.

(6) Return excess OMC and RFID tags to DLA’s Defense Distribution Center (DDC).
(See par. 7d, Recycling AIT Devices)

(7) Employ commercial satellite tracking in accordance with Service policies, when
justified by user requirements for enhanced ITV.

(8) Request deployable RFID capability and Air Force ITV teams through the
appropriate USSOUTHCOM component command. Include these requirements in all plans and
operation orders.
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(9) Comply with DoD AIT standards. (See Appendix F)

(10) Report the passage of forces and materiel at each supply and transportation node to
GTN in accordance with the DoD ITV data timeliness criteria. (See par. 6b[1])

(11) Coordinate with the Defense Contract Management Agency to ensure CONUS and,
whenever possible, OCONUS contracts with shipping and transportation activities provide
movement data to GTN via electronic data interchange (EDI), and that they comply with DoD
AIT standards. As a minimum, shipments should contain 2D bar coding. (DoD Regulation
4500.9R, Defense Transportation Regulation, Part II: Cargo Movement, Chapter 201, Part T,
Chapter 5).

(12) Maintain AIT equipment and ensure a sufficient stock of repair parts, expendables,
and spare peripheral equipment are available to ensure uninterrupted support for operations.

e. USTRANSCOM will:

(1) Provide ITV of all movements to, from, through, or within the USSOUTHCOM
AOR through GTN, consistent with the availability of source data.

(2) Meet the DoD ITV data timeliness criteria at all USTRANSCOM nodes, both
commercial and military, within the AOR.

(3) Provide accurate and timely status reports of USTRANSCOM vessels, aircraft, aerial
ports, and seaports supporting the USSOUTHCOM AOR through GTN.

(4) Support USSOUTHCOM validated requirements for AMC and MTMC deployable
RFID capability and AMC ITV teams within 72 hours of notification.

6. Policy.

a. Automatic identification technology. Logistics AIT will be employed to achieve an
environment in which accurate and timely logistics data is automatically passed to AISs with
minimal human intervention or effect on business processes. The policies addressed below
facilitate this effort.

(1) Integrate linear and 2D bar codes at each supply and transportation node of the DoD
logistics chain by the second quarter of FY02. As a minimum, all shippers of cargo originating
or terminating in the USSOUTHCOM AOR will apply standard 2D bar-coded military shipping
labels (DD Form 1387) to facilitate automated en route and destination processing of the cargo.
Bar code readers will be employed in accordance with Service policy when justified by user
requirements.

(2) Use other forms of AIT media and devices and supporting technologies in
accordance with Service policies when justified by user requirements for their unique capabilities
to support logistics business processes and ITV of forces and materiel.
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(3) Obtain frequency allocation and assignment in accordance with DoD Directive
4650.1, 24 June 1987 and Service procedures before employing AIT devices that are radio
frequency emitters. (See par. 8f, Frequency Approval)

(4) Prohibit the use of non-HERO-compliant AIT devices in the vicinity of ammunition.
(See par. 8e, Safety)

b. Intransit Visibility. ITV in USSOUTHCOM is based upon the timely reporting of
logistics data from nodal AISs to GTN. Timely and accurate ITV in GTN substantially reduces
the reliance on cumbersome message, e-mail, fax, and telephonic reporting and inquiry. The
policies addressed below facilitate this effort.

(1) USSOUTHCOM supports the DoD ITV data timeliness criteria defined in the
Department of Defense Implementation Plan for Logistics Automatic Identification Technology
and Joint Publication 4-01.4, Joint Tactics, Techniques, and Procedures for Joint Theater
Distribution. They require each military supply and transportation node in the AOR attain the
criteria. The plan requires compliance by the second quarter of FY02. The criteria are defined
in the paragraphs below. (Also see par. 9, DoD ITV Data Timeliness)

(a) Unit strategic movements. The arrival and departure of unit personal and
equipment at all nodes, from origin to destination, will be visible in GTN within 1 hour of the
event.

(b) Sustainment airlift. The arrival and departure of sustainment air cargo at all
nodes, from origin to destination, will be visible in GTN within 1 hour of the event.

(c) Sustainment sealift. The arrival and departure of sustainment ocean cargo at all
nodes, from origin to destination, will be visible in GTN within 4 hours of the event.

(d) Intratheater and CONUS movements. The arrival and departure at all nodes of
non-unit cargo originating or terminating in a theater or CONUS will be visible in GTN within 2
hours of the event.

(2) Report DoD ITV data, as directed in Appendix E, to ensure logisticians, planners,
and operators at all levels have the complete, accurate, and timely information needed to manage
the flow of forces and materiel to and within the AOR.

(3) Use GTN to track materiel and forces moving through the Defense Transportation
System (DTS). All personnel with Internet access routinely requiring classified and unclassified
shipment status and information will use GTN as a first source of ITV. (See par. 8d, GTN
Accounts)

7. Logistics Support. AIT devices are non-developmental items and are not managed by DoD’s
centralized wholesale level. They are managed as automated data processing peripheral
equipment and, accordingly, are funded and maintained by the using military services and
Defense agencies. Deficiencies concerning the logistics support of AIT should be identified to
the DoD Logistics AIT Office and the Product Management Office for AIT (PM-AIT), of the
Program Executive Office, Standard Army Management Information Systems.
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a. Supply. The Army’s PM-AIT provides DoD and select non-DoD agencies with central
product procurement and management services for AIT. Coordination and management of AIT
spare parts and expendables (e.g., printer label stock and ribbons) are a user responsibility.
Expendables are available from GSA.

b. Operator-organizational maintenance. Units and activities will perform limited
maintenance, which is generally restricted to cleaning and battery replacements, in accordance
with manufacturers’ manuals. RFID nodal interrogation systems may have organizational
maintenance requirements. Because they are part of large, centrally monitored and managed
networks, contractors routinely support the maintenance of interrogation systems. The systems,
which are composed of complex electronic equipment, may fail but could require only minor
actions to restore them to operating condition. Expensive contractor support is reduced when
organizational personnel take appropriate preventive and remedial actions. Organizational
personnel will be trained by the supporting contractors on how to perform these actions, but
should take action only when directed by the contractor. This support will be provided
regardless of ownership responsibility.

c. Other maintenance. Manufacturers and vendors will perform warranty service and any
maintenance on hardware, firmware, and software that is beyond a user’s capability. AIT
equipment procured through the PM-AIT may be supported through that office using delivery
orders (Standard Form 1449 and DD Form 1155). AIT equipment procured directly from
vendors or the GSA Schedule is not supported by PM-AIT; however, maintenance may be
obtained using the GSA Schedule or by signing AIT support contracts in accordance with the
service policy.

d. Recycling AIT devices. OMCs and RFID tags are re-useable. RFID tags contain
expensive batteries that should be deactivated upon arrival of the shipment. This prevents
repeated interrogation until the battery is depleted. Deactivate tags by inverting batteries as soon
as they arrive. If not required to support theater missions, tags and OMCs should be returned to
the DDC at Susquehanna, Pennsylvania. When returning tags and OMC to the DDC, they must
be thoroughly cleaned to comply with Department of Agriculture regulations. Mail and freight
shipments should be addressed to:

Defense Distribution Depot Susquehanna Pennsylvania
Building 2001, Door 113-134

Attn: DDSP-T

2001 Mission Drive

New Cumberland, PA 17070-5001

8. Key Aspects of AIT Operations.

a. AIT integration. Procurement of AIT should be based upon user requirements for
accurate and timely data, logistics business process improvement, and enhanced warfighting
capability. AIT provides capabilities not previously available to logisticians. However, merely
overlaying AIT on a business process may provide little significant improvement. The
introduction of AIT offers an opportunity to reexamine and reengineer the entire business
processes.
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b. Quality control. Quality control of the preparation and use of AIT media and devices is
paramount if they are to accomplish their intended purpose.

(1) Bar-code quality control is important at each node in the logistics chain. At origin,
the readability of bar codes is affected by the print quality. Smears, poor contrast, improper label
stock, incorrect ink, and poor printer adjustment can affect readability. DoD accepts the
American National Standards Institute (ANSI) X3.182, Bar Code Print Quality Guidelines, and
recommends compliance with the Department of Defense Logistics Handbook for Product and
Shipping Label Quality Assurance, which is available at http://www.dodait.com.

(2) USSOUTHCOM activities may not be able to justify the expensive equipment
required by the DoD Logistics Handbook for Product and Shipping Label Quality Assurance. As
a minimum, printers should be examined and adjusted regularly and each bar code should be
visually examined. Bar codes may also be scanned at origin to ensure they can be read,;
however, this does not guarantee the standards have been met and that the bar code is readable
by other scanners. Additionally, sample bar codes should be periodically sent to en route and
destination users, requesting their scanning and feedback on the effectiveness of the bar codes.

(3) Operators at all nodes should be trained in the effective use of scanners. Never
underline, check, or circle clear-text print on a label or partially cover a label with another label
because this may, unintentionally, obscure the bar codes.

(4) Comply with the DoD AIT standards for data identifiers and data syntax referenced
in Appendix F.

c. Computer Automated Transportation Tool (CATT). This is a software program
developed by LIA for use by DoD organizations and vendors that ship materiel within the
defense transportation system, but have no automated systems to support production of standard
documentation, and AIT media and devices. Two software configurations are available to
support USSOUTHCOM operations: sustainment and unit movement modules. CD-ROMs
containing the programs are provided free of charge by calling LIA at DSN 767-7079 or
commercially at 703-617-7079.

(1) CATT uses personal and laptop computers to generate Military Shipment Labels (DD
Form 1387), Issue Release/Receipt Documents (DD Form 1348-1A), Transportation Control and
Movement Documents (DD Form 1384), Packing Lists (DD Form 1750), and unit equipment
lists.

(2) In conjunction with the appropriate peripheral devices, CATT reads and writes
standard linear and 2D bar codes, OMCs, and RFID tags.

d. GTN accounts. GTN provides integrated transportation information from multiple DOD
and commercial carrier data feeds. This information provides in-transit visibility (ITV) of cargo,
passengers, and units moving through the Defense Transportation System (DTS). Access to
GTN is through the World Wide Web. By leveraging ITV data with information from other
sources, GTN serves as a global transportation command and control tool for decision-makers,
and is utilized across the range of military operations and spectrum of warfare. Personnel
routinely requiring shipment status and information should establish a GTN account and use it as
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a first source of ITV. New accounts can be established at two USTRANSCOM websites. For
classified access, use the web site at http://www.gtn.transcom.smil.mil:443/. For unclassified

access, use the web site at http://www.gtn.transcom.mil/.
e. Safety

(1) Many items of AIT equipment are emitters of electromagnetic radiation and potential
HERO risks. The radiation can cause premature actuation of sensitive, electrically initiated
explosive elements associated with munitions. Although munitions are well shielded, AIT must
be tested to identify hazards and may be prohibited or limited for use in the vicinity of munitions.
The operation of non-HERO-compliant AIT is prohibited in the vicinity of munitions. Currently
all RFDC devices are prohibited from use near munitions.

(2) AIT equipment is often part of complex electronic systems. Therefore their
installation, maintenance, and operation may pose risks to Service members and civilian
employees. The DoD AIT Office has prepared a safety guide, available at
http://www.dodait.com/, to assist managers and operators reduce these risks.

f. Frequency approval. Many AIT devices are radio frequency emitters. To use
frequencies in devices, equipment developers or procuring organizations must obtain a frequency
allocation. Activities using devices with approved frequency allocations must obtain a frequency
assignment. A frequency assignment provides discrete frequency authorization to operate a
device within its allocated frequency band at the location designated and within the constraints
established by the assignment. Frequency allocation and assignment policies and procedures are
defined in DoD Directive 4650.1, 24 June 1987 and Service procedures identified in Appendix
A. Requests for assignment within the USSOUTHCOM AOR are submitted (in accordance with
USSOUTHCOM Regulation 105-1, USSOUTHCOM Spectrum Management, and the
USSOUTHCOM Spectrum Management Manual) through component frequency managers
within USCJ6 to local spectrum managers for coordination with the host country. Problems with
frequency allocation and assignment for logistics AIT devices should be identified to the DoD
Logistics AIT Office and the PM-AIT.

9. DoD ITV Data Timeliness. With the advent of increasingly sophisticated commercial and
military AISs and communications networks, DoD has established DoD ITV data timeliness
criteria for each supply and transportation node of the logistics chain to ensure timely flow of
information to customers and decision makers (See par. 6b[1]). USSOUTHCOM endorses the
criteria; at the same time realizing that to attain the criteria will be a challenge, one that often
requires modifications to AISs and business processes. Additionally, success, especially for
tracking unit personnel and equipment, is contingent upon the development and fielding of the
Transportation Coordinator’s Automated Information for Movement System II (TC-AIMS II).
While USSOUTHCOM elements have little authority to modify AIS software they should
reexamine their business processes to identify and eliminate constraints to timely reporting of
ITV data. USTRANSCOM collects and analyzes data timeliness and identifies impediments in
attaining the criteria. They provide monthly reports to the DoD Logistics AIT Office, which are
available at http://www.dodait.com/. The DoD Logistics AIT Principals review the validity of
this data annually.
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The proponent agency of this regulation is the USSOUTHCOM, SCJ4. Users are invited
to send comments and suggested improvements directly to HQ USSOUTHCOM, Miami

FL 33172-1217.

SCJ4-LRD

FOR THE COMMANDER IN CHIEF:

OFFICAL:

R. A.HUCK

Brigadier General, USMC
Chief of Staff

CH ES D BOWKER
onel, USAF
Adjutant General

DISTRIBUTION:
D
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Appendix A
References

All the Military Services, Unified Commands and Defense Agencies are directed to develop
automatic identification technology, implementing guidance by the Department of Defense
Implementation Plan for Logistics Automatic Identification Technology. If published, the
guidance of these activities as well as other pertinent documents and websites are provided
below.

1. AIT/ITV Documents

a. Air Mobility Command Automatic Identification Technology Integration Plan for Air
Transportation, Air Mobility Command, Scott AFB, IL, June 2000.

b. Army Pamphlet 700-85, Automatic Identification Technology (AIT) Integration Guide, 27
December 2000.

c. Automatic Identification Technology Integration Plan for the Military Traffic
Management Command, Military Traffic Management Command, Alexandria, VA,
October 1999.

d. Defense Intransit Visibility Integration Plan Revised 2000, United States Transportation
Command, Scott AFB, IL, November 2000.

e. Department of Defense Implementation Plan for Logistics Automatic Identification
Technology, Department of Defense Logistics Automatic Identification Office, Ft.
Belvoir, VA, March 2000.

f. Department of Defense Logistics Handbook for Product and Shipping Label Quality
Assurance, Department of Defense Logistics Automatic Identification Office, Ft. Belvoir,
VA, October 1999.

g. Guide to Automatic Identification Technology (AIT) Use in Force Projection Operations,
Deployment Process Modernization Office, Ft. Eustis, VA, 23 August 2000.

h. Maintenance Automatic Identification Technology—The Vision, U.S. Army Deputy Chief
of Staff for Logistics, Washington DC, December 2000.

i. Maintenance Automatic Identification Technology—Implementation Plan (Draft), U.S.
Army Deputy Chief of Staff for Logistics, Washington DC, December 2000.

J.  Safety Guide for Installation, Maintenance, and Operation of Logistics Automatic
Identification Technology (AIT) Equipment. SRA International, Inc., (Publication for the
DoD Logistics AIT Office), Arlington, VA, November 1999.

k. United States Navy Logistics Automatic Identification Technology Implementation Plan,
Navy Supply Systems Command, Attn: SUP 4C1B, Mechanicsburg, PA, September
2000.

L. U.S. Transportation Command Automatic Identification T echnology Integration Plan,
United States Transportation Command, Scott AFB, IL June 1999.
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2. Frequency Management Documents

a.
b.

Air Force Instruction 33-118, Radio Frequency Spectrum Management, 1 August 1997.

Army Regulation 5-12, Army Management of the Electromagnetic
Spectrum, 1 October 1997. :

Chief of Naval Operations Instruction OPNAVINST 2400.20E, Navy Management of the
Radio Frequency Spectrum, 19 January 1989.

DoD Directive 4650.1, Management and Use of the Radio Frequency Spectrum, 24 June
1987.

Military Communications-Electronics Board (MCEB Pub 7, Frequency Resource Record
System (FRRS) Standard Frequency Action Format (SFAF).

SOUTHCOM Regulation 105-1, USSOUTHCOM Spectrum Management, 1 March 1999.
USSOUTHCOM Spectrum Management Manual.

3. Web Sites

s

/o

5 R oo

Air Force AIT Program Management Office: http://www.afmc-mil.wpafb.af. mil/ait/
Army AIT Coordinating Group: http://lia.army.mil/ait/index.htm

Army Maintenance AIT: http:/lia.army.mil/ait/maint/index.htm

Army AIT PM; http://www.peostamis.belvoir.army.mil/ait/home.htm

DoD AIT Office: http://www.dodait.com/

Marine Corps AIT: http://www.marcorsyscom.usmc.mil/ait/

Navy AIT: http://www.navy-ait.com/

USTRANSCOM Global Transportation Network (classified):
http://www.gtn.transcom.smil.mil:443/

USTRANSCOM Global Transportation Network (unclassified):
http://www.gtn.transcom.mil
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Appendix B
Automatic Identification Technology Media

This appendix briefly describes some of the AIT media and supporting technologies currently
used or authorized for use within the DoD.

1. Bar codes. A bar code is a symbol that represents a group of characters. A reader scans the
symbol, decodes it, and transfers the data to an AIS. DoD uses two general kinds of bar codes:
linear and two-dimensional. Linear bar codes have limited data storage capacity and rely on the
existence and availability of an AIS database. 2D bar codes have greater data storage capacity
and can transfer complete data records to AISs. These two types of bar codes are discussed
below.

a. Linear bar codes. Linear bar codes are one-dimensional bar codes, meaning the
information is carried in only one direction, left-to-right and represent a limited group of
characters. Linear bar code applications require the existence and availability of an external
database to support business processes. The bar code is usually used to identify a data element,
such as a document number or transportation control number (TCN), that serves as an automated
key to information pre-positioned in an AIS database. DoD recognizes two standard linear bar
codes as shown in Figure B-1

Figure B-1. Linear Bar Codes—Encoding 1234567890

Code 39

Code 128

(1) Code 39. This bar code, in use since the early 1980s, is the principal DOD bar code.
MILSTAMP requires its use on all Military Shipping Labels (MSLs). Its effective capacity is
about 20 characters. The code’s versatility has led to its wide acceptance for commercial
applications.

(2) Code 128. This relatively new bar code is becoming increasingly popular with
commercial users. While similar to a Code 39 bar code, it is significantly different. It is a double-
density code, meaning it encodes two numeric digits as a single character, allowing the encoding
of more data in the same space. Although DoD accepts Code 128 as standard, there are currently
no DoD applications.
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b. Two-dimensional bar codes. Two-dimensional bar codes get their name from the fact that
they store data in two directions—left-to-right and top-to-bottom. There are two general types:
multiple-row and matrix. They store significantly more data than linear bar codes, facilitating
more complex applications. While most linear bar code applications require the existence and
availability of an external database to support business processes (as discussed above), 2D bar
codes may function as a portable data file that travels with a shipment. They have error detection
and may include error correction features. They can sustain considerable damage and still be
read.

(1) Portable data file (PDF) 417. Currently, PDF is the most commonly used 2D bar code
within DOD. Every PDF 417 symbol is composed of a stack of bar-coded rows, ranging from a
minimum of 3 rows to a maximum of 90. A symbol can encode up to 1850 characters. This bar
code was initially used by DLA in 1998 to store and transfer Transportation Control and
Movement Document (TCMD) and Issue Receipt Release Document (IRRD) data on MSLs for
individual shipments and for consolidated shipments involving eight or less line items. All DOD
shippers are required to use 2D bar-coded MSLs by the second quarter of FY02. Figure B-2
shows a PDF 417 2D-bar code.

Figure B-2. PDF 417 Two-Dimensional Bar Code

(2) Data Matrix. Data Matrix is a high capacity matrix symbology popular for marking
small items, such as integrated circuits, printed circuit boards, and parts. A symbol can encode
up to 2,000 characters. There are currently no DoD applications for data matrix, but it is being
evaluated as the standard bar code for product marking of parts and components. Figure B-3
depicts a data matrix symbol.

Figure B-3. Data Matrix

T,

(3) Maxicode. This bar code is a medium-capacity matrix symbol especially designed for
the high-speed scanning application of package sorting and tracking. A MaxiCode symbol can
encode up to 93 characters. It was initially introduced by the UPS in 1992. Although DoD
accepts MaxiCode as the standard for logistics sorting applications, there are currently no DoD
applications. Figure B-4 shows a Maxicode symbol.
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Figure B-4. Maxicode

2. Optical Memory Card.

a. An optical memory card uses the technology popularized by audio compact disks (CDs)
and audio-visual CD-ROM (read-only memory) products. Figure B-5 shows an OMC. It works
on the principle of reflectivity. Data are etched to the card with a high-intensity laser and
recovered by a low-power light beam. OMC uses “write once, read many” (WORM) technology.
Its application differs from bar-code technologies in that data may be written to the card in a
sequential order, on many occasions, until all available memory has been used. OMCs are
relatively inexpensive; contain large amounts of data; are reusable, rugged, and relatively stable;
and are unaffected by climatic variations.

Figure B-5. Optical Memory Card

AUTOMATED MANIFEST
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b. OMC:s are primarily used to support customer transportation and supply receipt
processing. DLA distribution sites prepare OMCs. The Army is the primary user, but there are
select Marine Corps, Air Force, and Navy customers. The cards provide individual shipment-
level TCMD and Issue Receipt Release Document data for consolidated shipments, and
accompany multi-packs, air pallets, trucks, and seavan containers from depots to customers’
central receiving points and SSAs. OMCs must be interoperable with the AISs at these sites.
DLA purchases OMCs for the military services and requires their return for reuse.

3. Radio frequency identification technology. RFID provides operators a means to remotely
identify, categorize, and locate materiel automatically, commonly referred to as “in-the-box
visibility.” This technology also provides the ability to identify the materiel while intransit. Data
are digitally stored on RFID transponder devices, such as tags or labels. Remote interrogators
(located a few inches to over 300 feet from the transponder device) electronically retrieve the
data and send the data to AISs. The technology is divided into two categories of data storage and
retrieval systems—active and passive.
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a. Active systems.

(1) Active systems are omnidirectional requiring moderately expensive, high-capacity
transponder devices. DoD’s RFID tag application has three characteristics significant for military
operations. First, the tags are effective portable databases. Second, they facilitate the rapid
transfer of data to AISs. Finally, active technology offers the only standoff, omnidirectional
capability to collect data at distances of 300 feet or greater. DoD first used active RFID
technology in 1993, and continues its use to track exercises, contingencies, and routine
sustainment operations. Figure B-6 shows an RFID tag.

Figure B-6. RFID Tag

(2) The concept for using RFID starts with writing tags at the shipment’s origin. This
involves transferring TCMD data (and IRRD commodity data if it is a sustainment shipment)
along with header data to the tag via a tag docking station or interrogator. The tag data once
written to the tag is then sent to an ITV server, where the server creates a file for the tag. The
CONUS ITV server directly supports SOUTHCOM sites and also collects data from regional
ITV servers in Germany and Korea and transmits the data to the Global Transportation Network
and Joint Total Asset Visibility. When a tagged shipment departs the point of origin, an RFID
interrogation system remotely records and reports the tag’s identification number as well as the
date and time of the departure to an ITV server, which updates the tag file. Logistics
commanders, managers, and operators may access the ITV server, GTN, or JTAV, via Web
pages for ITV and content data.

(3) Figure B-7 depicts the flow of a tagged shipment, from origin to destination, for a
movement within CONUS/USSOUTHCOM AOR. RFID interrogation systems remotely report
the passage of shipments at instrumented en route and destination nodes to the CONUS ITV
server. The server updates the tag database and transmits the data to GTN and JTAV. The tag on
a shipment also affords automated remote access to tag data for operators with interrogation
capabilities.
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Figure B-7. Origin-to-Destination RFID Reporting
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(4) The Army is the predominant user of RFID. They have installed and maintain most
of the RFID infrastructure to include a deployable capability. U.S. Army SOUTH (USARSO)
maintains and manages fixed Army RFID sites in Puerto Rico and Honduras. USARSO also
maintains a limited deployable RFID capability for contingency and training use throughout the
AOR. USTRANSCOM has installed and maintains an RFID interrogation capability at selected
strategic aerial and seaports and maintains a deployable capability to instrument other strategic
nodes.

(5) The CONUS ITV server supporting the USSOUTHCOM AOR can be reached at
http://192.62.212.66/. To view this website you will need a user ID and password. Instructions
for obtaining the user ID and password are available at this website.

b. Passive systems. These systems generally have a limited range and require line-of-sight
interrogation of powerless, inexpensive, low-capacity transponder devices. DoD does not
currently use passive systems to support logistics operations; however, DLA is evaluating
intelligent labels, a passive AIT device, to improve supply chain management of hazardous
material. Intelligent labels are based upon an ultra-thin, battery-less, RFID read-write
transponder that is easily laminated between layers of paper or plastic. Readers capture and
transfer the data embedded in the label to an AIS. Currently the labels are limited to 256 bytes of
memory. They are ideally suited for identifying items quickly and accurately at close ranges.

4. Satellite-Tracking Systems.

a. Commercial satellite-tracking systems (Figure B-8) provide the ability to track the
location of vehicles, material and convoys near real time, and may offer digital communication
capability to drivers. Typically, tracking system require five components—a transceiver unit,
satellite, earth station, vendor network control center, and a military AIS. The military
organization receiving the data establishes a satellite-tracking operations center. A transceiver
unit is installed on the vehicle or container being monitored. This unit exchanges data with an
earth station via satellite communications, which passes it to the network control center that
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serves DOD and commercial users. The AIS at the satellite-tracking operations center accesses
these data continuously.

Figure B-8. Satellite-Tracking Components
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b. Two satellite-tracking systems are currently used by DoD to support logistics operations,
and the Army is developing another.

(1) The Defense Transportation Tracking System (DTTS), operated by the Navy for
DoD, uses commercial satellite-tracking technology to monitor more than 47,000 arms,
ammunition, and explosive shipments by commercial motor carriers each year in CONUS.

(2) The Defense Transportation Reporting and Control System (DTRACS)—derived
from DTTS—has several applications. Its largest logistics application supports U.S. Army
Europe’s monitoring of selected military trucks, convoys, and trains in Central Europe. It also
provides the operator digital communications and a “panic button” to transmit an immediate
notification of an emergency. Additionally, the U.S. Army Medical Materiel Command Europe
monitors the commercial movement of medical materiel and confirms its delivery. Both of these
programs use a commercial-off-the-shelf product called OmniTRACS, which, the Army in
Korea has also tested.

(3) The Movement Tracking System (MTS) is being developed by the Army to provide
tracking and communications (as discussed above) for tactical vehicles. It also allows the
operator to locate his position on a digital color map.

5. Contact memory. This technology is based on a contact memory button—a very small, fast,
read-write data storage device, impervious in most harsh operating environments—with
capacities from 128 to 32,000 bytes. The Navy is currently using these devices for maintaining
maintenance records on aviation components, calibration data on electronic components, and
helicopter logbooks and technical manuals with the aircraft. Life expectancy of the button is
100 years or one million read-write cycles. The Army is evaluating the technology to support
maintenance programs and marking of sensitive items.

6. Smart Cards. These cards have an integrated circuit chip containing a microprocessor with
memory capable of read, write, and calculate functions. The embedded microprocessor has from
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8 to 64 bits of stored memory. The smart card may also contain one or more other methods (e.g.,
magnetic strip, bar code, digitized photo, and printed information) of storing information
related to the cardholder. The most notable DoD application is the Common Access Card
shown in Figure B-9, which will serve as the military and DoD civilian identification card,
physical access, logical access, and public key infrastructure authentication token. Current DoD
smart card logistics applications, including aircraft manifesting, food service head count,
weapons issue and accountability, and supply issue processing are being considered for
migration from unique smart cards to the CAC.

Figure B-9. Common Access Card
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7. Radio frequency data communications. This is an AIT-enabling technology rather than an
AIT media. It is a means for transferring data in real time among AISs and AIT media. In the
absence of a hard-wired LAN, RFDC provides a wireless LAN, allowing operators to access
and update AIS databases remotely with two-way radio communications. RFDC enhances the
utility of AIT by permitting operators to establish remote real-time interface between AIT
devices and the supported AIS. Currently RFDC is prohibited from use in the vicinity of
munitions because it is not HERO (hazards of electromagnetic radiation to ordnance) compliant.
The military services and defense agencies commonly use RFDC to support high volume
logistics sites such as aerial and seaports, and supply activities.




[image: image22.png]28 August 2001 SC Regulation 700-85

Appendix C
Automated Information Systems

This appendix briefly describes the automated information systems (AISs) mentioned in this
regulation.

1. Defense Transportation Tracking System (DTTS). A Navy-managed system providing near-
real time tracking of all DoD CL I-IV explosive shipments moving via commercial truck or rail
in CONUS. It receives periodic position reports and immediate emergency notification via
commercial satellite tracking. It is a GTN source system.

2. Deployable Global Air Transportation Execution System (DGATES). A version of GATES
(addressed below) supporting contingency aerial ports. As with GATES, DGATES may have
one or more of four AIT configurations.

3. Global Air Transportation Execution System (GATES). An Air Mobility Command (AMC)
managed system that automates the support of receipt, movement, and billing of air cargo and
passengers. It is a GTN source system of on-hand and manifest data for AMC airlift. GATES
may have one or more of four AIT configurations identified by letters: “A,” “B,” “C,” and “D.”

4. Global Transportation Network (GTN): A USTRANSCOM-managed system providing
comprehensive and timely DoD-wide ITV and transportation command and control for
USTRANSCOM. It collects and integrates transportation information from selected
transportation systems. GTN begins tracking shipment status as soon as a request for
transportation is made. Users are able to retrieve requisitions, schedules, manifests, content-level
detail of consolidated shipments, movement status, and related information about classified and
unclassified shipments. (See par. 8d for instructions for obtaining access to GTN.)

5. Joint Total Asset Visibility (JTAV). A joint system providing access to information on the
location, movement status, and identity of supplies, equipment, and units in transit, in storage or
in process. Source systems include GTN, inventory control point AISs, Logistics Information
Processing System (LIPS) and other Service logistics databases.

6. Remote Consolidated Aerial Port System (RCAPS). Legacy aerial port system currently used
by contract AMC station managers and deployable AMC elements. Is being replaced with
RGATES for station managers and DGATES for deployable AMC elements.

7. Remote Global Air Transportation Execution System (RGATES). A version of GATES that
supports lower-volume fixed aerial ports. As with GATES, RGATES may have one or more of
four AIT configurations. It provides data to GTN via a GATES site.

8. Standard Army Retail Supply System (SARSS). Provides stock control and supply

management for Army supply support activities. It may have linear and 2D bar code, OMC and
RFID capability.
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9. Transportation Coordinator’s Automated Command and Control Information System (TC-
ACCIS). An Army system used by units to plan and execute deployment. It is linear bar code
and RFID capable, and a GTN source system. TC-AIMS II replaces TC-ACCIS.

10. Transportation Coordinator’s Automated Information for Movement System II (TC-AIMS
IT). An Army managed joint system currently under development and testing that provides units
the automated capability to plan and execute the deployment of forces. It will replace all service
deployment support systems. It is linear and 2D bar code, and RFID tag capable. It is a GTN
source system.

11. Uniform Automated Data Processing System (UADPS). The Navy’s standard automated
consumer-level supply management system. Linear bar code capable, 2D bar codes planned.

12. Worldwide Port System (WPS). A MTMC managed fixed and deployable port operating
system used at MTMC military ocean terminals, Navy port activities, and Army terminal units
and documentation detachments. It routinely uses linear bar codes and is augmented with 2D bar
code capability when required. It is a GTN source system
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Appendix D
Logistics Information Technology Infrastructure

1. SOUTHCOM components IT Infrastructure. Figure D-1 reflects the principal logistics IT
capability within the AOR by Service. An “X” indicates existing capability, and a “P” indicates
planned capability. GATES/RGATES/DGATES may have one or more of four AIT
configurations identified by letters: “A” bar code-capable label printer only; “B” passenger AIT
suite; “C” cargo AIT suite; and “D” RFDC network to support internal business processes. None
of the GATES/RGATES sites identified in this appendix are RFDC enabled.

Figure D-1. Component Logistics IT by Organization

Ft. Buchanan, Puerto Rico (PR) Supply ARSS '
It”t samss L X
Ft. Allen, PR Supply SARSS
.t..t saRss X

Soto Cano, Honduras

Deployable capability RFID

Roosevelt Roads NAS, PR Aerial Port | RGATES[b/c] | X | X
Supply UADPS
Roosevelt Roads NAVSTA, PR

Guantanamo Bay, NAVSTN, Cuba

Various

1. FORSCOM Power Support Platform (PSP) supporting force deployment; 2. Dial-up access from San Juan
(MTMC); 3. Using CATT to print bar-coded shipping labels and other logistics documents.

2. Supporting Organizations’ IT Infrastructure. Figure D-2 reflects the principal logistics IT
capability of organizations supporting the deployment of forces and material to the
USSOUTHCOM AOR. This includes deployable capability, aerial ports and seaports within the
AOR, as well as those in CONUS that routinely support operations. An “X” indicates existing
capability, and a “P” indicates planned capability.
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Figure D-2. Logistics IT of Supporting Organizations
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¥ FORSCOM Power Projection Platform supporting force deployment;
Support Platform (PSP) interrogator.
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Appendix E
Intransit Visibility Data Requirements

Logisticians, planners and operators at all levels require ITV information that is complete,
accurate, and timely. The following paragraphs define the minimum data requirements for the
USSOUTHCOM AOR. USTRANSCOM and USSOUTHCOM service component commands
and subordinate activities are responsible for reporting these data elements through applicable
AIS/AIT.

1. Personnel. Identify passenger name, Social Security Number (SSN) or passport number,
rank, service, status (active, reserve, retired, dependent, etc), name and telephone number of
emergency contact, unit assigned, current location, unit line number (ULN), unit identification
code (UIC), origin, and destination.

2. Cargo. Identify transportation control number (TCN), DoD identification code (DODIC),
national stock number (NSN), item name, commodity code, container number, radio frequency
(RF) tag number (where applicable), requisition number, UIC, ULN, weight, dimensions, origin,
and destination.

3. Strategic and operational movements. In addition to the requirements in (1) and (2) above, all
source data must be associated with a ULN so it can be correlated to the time-phased force and
deployment data (TPFDD). Identify ULN at level 4 detail and correlate with the operational
TPFDD. The following are the minimum ITV source data-element requirements by mode.

a. Airlift. Mission number type aircraft / quantity of personnel / quantity of wheeled
vehicles / quantity of tracked vehicles / quantity of trailers / quantity of pallets / quantity of
helicopters / total cargo short tons (ST) / port of embarkation (POE) / port of debarkation
(POD) / departure time from POE or arrival time at POD.

b. Sealift. Vessel name / quantity of supercargo personnel / quantity of wheeled vehicles /
quantity of tracked vehicles / quantity of trailers / quantity of containers / quantity of bulk cargo /
total cargo ST / POE / POD / departure/arrival time at origin/destination.

¢. Ground. Convoy number / number of personnel / quantity of wheeled vehicles / quantity
of tracked vehicles / quantity of trailers / quantity of trailers / quantity of containers / total cargo
ST / origin / destination / departure/arrival time at origin/destination.

d. Rail. Train number / quantity of railcars / quantity of personnel / quantity of wheeled
vehicles / quantity of tracked vehicles / quantity of trailers / quantity of containers / total cargo
ST / origin / destination / departure/arrival time at origin/destination.

¢. Inland Waterway. Vessel name / quantity of supercargo personnel / quantity of wheeled

vehicles / quantity of tracked vehicles / quantity of trailers / quantity of containers / quantity of
bulk cargo / total cargo ST / POE / POD / departure/arrival time at origin/destination.
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Appendix F
Automatic Identification Technology Standards

This appendix identifies DoD standards for AIT identified in various DUSD (Logistics)
memorandums and DoD AIT Office publications. The standards are being integrated into
Military Standard (MILSTD) 129 and Military Standard Transportation and Movement
Procedures (MILSTAMP).

1. Linear bar codes.

a. Automatic Identification Manufacturers’ BC-1 (Code 39). Currently the most commonly
used linear bar code within DoD.

b. Code 128. DoD accepts Code 128 linear bar codes when identified in an international or
national standard.

2. Two-dimensional bar codes.

a. Portable Data File (PDF) 417. Currently the most commonly used 2D bar code media
within DoD.

b. Maxicode. An authorized optional 2D bar code for rapid sortation applications not
commonly used in DoD.

c. Data Matrix. There are currently no DoD applications for Data Matrix, however it is
being evaluated as the standard bar code for product marking of parts and components.

3. Optical memory card. Drexler European License Association (DELA).

4. Radio frequency identification tags. The interim data format for RFID tags is the Joint Total
Asset Visibility format which is currently under review to assure compatibility with the military
shipping label DD Form 1387.

5. Bar code print quality. ANSI X3.182, Bar Code Print Quality Guidelines.

6. Data identifiers. American National Standards Institute (ANSI) MH10.8.2/ ISO 15418, Data
Application Identifier Standard for data semantics. Data identifiers are a means to identify the
purpose of a field of data. This standard does not provide commercial data identifiers for all
required DoD data elements. The DoD AIT Office will adopt, standardize, and maintain a list of
DoD-unique data identifiers to use with this standard.

7. Data syntax. ANSI MH10.8.3M, Unit Loads and Transport Packages—Two Dimensional
Symbols for data syntax. This standard provides the means by which multiple fields of data are
assembled into shipping labels, packing list, bills of lading, shipping notices, and carrier
sorting and tracking applications using 2D symbols.
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Appendix G

Abbreviations

two-dimensional

automated information system

automatic identification technology

Air Mobility Command

American National Standards Institute

area of responsibility

Common Access Card

Computer Automated Transportation Tool
compact disk

Defense Distribution Center

Drexler European License Association
Deployable Global Air Transportation System
Defense Logistics Agency

Department of Defense Activity Address Code
DoD identification code

Defense Transportation Reporting and Control System
Defense Transportation System

Defense Transportation Tracking System
electronic data interchange

Global Air Transportation System

Global Transportation Network

hazards of electromagnetic radiation to ordnance
Integrated Priority List

integrated process team

Issue Receipt Release Document

information technology

in-transit visibility

Joint Forces Command

Joint Movements Center
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JTAV
MSL
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Joint Total Asset Visibility (system)
Military Shipping Label

Military Traffic Management Command
Movement Tracking System

national stock number

optical memory card

Portable Data File

Product Management Office for AIT
point of embarkation

point of debarkation

Remote Consolidated Aerial Port System
radio frequency

radio frequency data communications
radio frequency identification

Remote Global Air Transportation System
read-only memory

special airlift assignment mission
Standard Army Retain Supply System

Transportation Coordinator’s Automated Command and Control
Information System

Transportation Coordinator’s Automated Information
for Movement System II

Transportation Control and Movement
transportation control number

time-phased force and deployment data
Uniform Automated Data Processing System
unit identification code

unit line number

United States Army SOUTH

U.S. Southern Command

United States Transportation Command
Worldwide Port System




